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Abstract Optimization problems encountered in a supply chain can often be 

modeled as linear programming problems, whose objective function and constraints 

combine data from several parties. However, this approach requires private data and 

sensitive information that the involved parties are often unwilling and hesitant to 

exchange and reveal to each other. In order to tackle these two conflicting goals, 

namely, the information sharing and protecting confidentiality, various cryptographic 

techniques for secure linear computations have been developed. These techniques 

ensure that the several parties can compute any function without any party to disclose 

its input to another. An overview of various efficient techniques for securely solving 

linear programming problems is presented.  
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