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Abstract We present and compare various secret sharing schemes. Firstly, we present 

the classical and widely used Shamir’s scheme [4] which is based on Langrange 

interpolation as well as Blakley’s scheme [1] which is based on hyperline geometry. We 

also present variations of these schemes [2,3] which improve the classical procedures 

leading to more effective algorithms.  

Well known matrices such as Vandermonde’s, Hilbert’s and Pascal’s matrix have 

been used for representing the domain of the shares, the interpolation process as well 

as the extraction of the secret. Also, numerical linear algebra methods for solving linear 

systems of equations in finite fields, such as LU factorization, have been applied.  

We compare the presented schemes in respect of computational complexity, 

storage capacity and robustness. All the methods have been tested on various examples 

and the results are summarized in tables concluding to useful results.   
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