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Abstract Scientific experimental results are highly dependent on the "quality" and 

quantity of random numbers used for these experiments. Especially in areas such as 

stochastic modeling and simulation, deterministic random number generators, known 

as pseudorandom number generators are preferred because of reproducibility of the 

results and their portability.  

Trying to identify pseudorandom number generators which appear to be 

random, we examine the suitability of Fractal Dimension measurement for assessing 

Pseudorandom Number Generators. The established techniques that are used to 

evaluate a generator are focused on statistical features that are designed to detect 

correlations into generated random number sequences. On the other hand, Fractal 

Dimension is a metric that can express the randomness of the results of a 

pseudorandom number generator as it "quantifies" the distribution of pseudorandom 

numbers in Euclidean space.  

We attempt to evaluate some Pseudorandom Number Generators, like classical 

Knuth generator, Blum-Blum-Scoob generator, the generator based on RSA 

cryptosystem and the generator based on the discrete logarithm problem. The 

computational experiments presented in our work attempt to assess the performance 

and the sensitivity of the examined generators.  
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